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Good afternoon. I want to thank the Subcommittee on Standards for inviting me to testify today. I am Cathy Graeff, consulting principal of Sonora Advisory Group, LLC.  Sonora is an independent consultancy that provides primarily business development consulting services for the industry. 

I want to disclose that one of my current clients is FOX Systems, LLC, who also is “the NPI Enumerator”. I provide no consulting services for that business unit of FOX and none of my comments are directed toward the services of the Enumerator. 

You heard testimony this morning from Lynne Gilbertson who is on staff of NCPDP. I participated in the drafting of and concur with her testimony. 

I have been either a member of NCPDP or on staff for the past 20 years. I was on staff of NCPDP during the implementation of the NPI and responsible for NCPDP’s two provider databases – both which were instrumental in providing industry with a cross walk between legacy identifiers and the NPI. I was invited to testify on the pharmacy industry’s perspective on Lessons Learned from Implementing the NPI today. 

Lynne testified this morning to the fact that the pharmacy industry developed a solution for the routing of electronic transactions in real time over twenty years ago – and the industry can see little benefit in transitioning to a Health Plan ID for that purpose. NCPDP had also already developed a solution to indentify pharmacy providers decades before. As a reminder, I previously testified before this Subcommittee on the NPI because NCPDP was and is the issuer of NCPDP Provider ID numbers, which were the legacy identifier pharmacies used to identify themselves on transactions prior to the NPI compliance date. The pharmacy industry did transition to the NPI for HIPAA standard transactions at great cost and realized little or no benefit from doing so.

Although there were many lessons learned, I am attempting to bring forth those that I believe have some relevance as we implement a Health Plan ID. I have grouped these y category today and they fall under “Enumeration,” NPPES System Design,  Data Dissemination and Other Issues  






Enumeration

1. What Business Problems is the Health 
Plan ID is Intended to Satisfy?
◦ Administrative Simplification? Health Information 

Exchange? Both?

2. Involve Industry Early and Often
◦ NCVHS Hearings
◦ CMS Participation in WEDI Workgroups
◦ Expand Industry Outreach

3. Provide an Electronic File Interchange 
(EFIO) capability or bulk enumeration

◦ A time saver for larger organizations & eliminates 
many keying errors
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First, I want us all to recall that HIPAA was passed in 1996. 14 years ago. And, these requirements fall under the “Administrative Simplification” provisions. When we first became aware of the NPI, we may have been more clear about the requirements we needed the NPI to fill.  

As we strive to develop a 21st century system that improves the quality, safety and efficiency of health care. We may be thinking beyond what the original intent of the identifier was as envisioned by Congress. This isn’t bad in itself, but I believe from discussions I have had with others that depending upon perspective, entities have very different  visions of what business needs the Health Plan ID is intended satisfy. We need to be clear as an industry on what stakeholder needs we have for a plan identifier, what problems we want the Health Plan ID to solve, and determine whether the Plan ID is the right solution for all our requirements. Certainly we need to undergo this requirements analysis before we design any enumeration schema.

For example: Electronic Prescribing example. Provider authentication, system certification, registration, level of service, etc.

I have always found the hearings of this Subcommittee very enlightening. Very thoughtful information is shared. During the implementation of the NPI, these hearings, along with the participation of dedicated individuals from the CMS Program Integrity Group and OESS through primarily the WEDI workgroups and individual meetings with concerned organizations were very helpful. Those of us who were in the trenches believe our concerns were listened to and often resulted in CMS action. Both these groups were very responsive as we worked through the issues. However, not enough CMS resource was devoted to outreach during NPI implementation, specifically to smaller providers in the case of the NPI. This resulted in improper enumeration, the need to correct information and then correct errors with trading partners. We do not want to make those same mistakes again. CMS came across in most meeting sessions as CMS the payor  Medicare and not CMs the regulator.  Other organizations attempted to fill the gaps, but the CMS brand had the unintended consequence of causing providers to believe that they must do with all payers what Medicare was requiring of them. We in this room know this was not the case, but that was the perception. DME Example

NCPDP was and continues to be a CMS Electronic File Interchange Organization (EFIO) during the NPI enumeration of the nation’s 60,000 pharmacies and bulk enumerated pharmacies, saving industry thousands of hours using the alternative online web based application. The online system just wasn’t adequate for chains especially and CMS was farsighted enough to realize that bulk enumeration was something that should be provided.  
The EFIO process had several benefits: it saved time for chain pharmacies and other large provider groups who avoided hours of labor keying data manually; (2) the data was often reviewed for completeness by EFIO personnel prior to submission, avoiding some incorrect submissions; and 3) bulk errors were caught and corrected. Tell Target story. Enumerated: Later check EIN against IRS – Target Corporation – Bulk Change in all records.

It is likely similar errors will be made in the enumeration of health plans, once we know what a health plan is and how granular the IDs must be. There needs to be some manner of making batch submissions and corrections as the online web based functionality for enumeration is not a good tool if many plans must be enumerated and a batch submission allows for editing prior to submission, significantly reducing keying errors and correction later.




System Development

4. Design, Develop and Test a Robust 
Enumeration System, Complete with 
Necessary Business Rules & Data Validation 
Edits. 
◦ Leverage NPPES if Doing So is Advantageous
◦ Fully understand how CMS Internal Systems Interact Prior 

to Design

5. Involve Industry to Gain Better Sense of 
Business Needs of System
◦ Designing, Reviewing the Rules of Enumeration
◦ Determining, Reviewing System Edits

6. Assess Impact of a Real-time System 
Interfacing with other internal CMS Systems

◦ When databases do not match, which will over-ride the 
other? 
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We worked closely with Pat Peyton, Jim Bossenmeyer and others at the Program Integrity Group as well as Lorraine Doo and OESS during those months of transition on primarily business issues and process challenges during the enumeration process. They always found time to listen and together we would arrive at a solution and if necessary CMS would issue guidance.

But, a good number of these issues could have been avoided if industry had been more involved in the beginning of the process of requirements gathering and identifying business rules as well as identifying the gaps between systems. Because we were not as involved prior to the design and development of NPPES, it was lacking and is lacking in several areas such as edit granularity and some business rules needed to be added later. Unfortunately, edits such as the IRS SSN and EIN validation edit that occurred later resulted in rework such as the Target example.

Another example was ChOw – Change in Ownership. We came to understand during the implementation process that CMS had an expectation that a number would stay with a provider for the life of that provider. In the case of a Type 1 individual, that made sense. But, what is the lifespan of a Type 2 provider that is the participant in a merger, is bought out, or perhaps only the assets of the organization are sold such as patients and not the entire corporation? CMS has not considered these business cases and it seems this issues will be transferable to Plan ID and possibly more complex. Involving industry early in the process will support a good system design, reduce future system enhancements and fixes that could result in greater cost for industry.

Also, we did participate in testing of the EFIO process prior to going live with it in 2006. 

Medicare Part B example. 



Data Dissemination and Look-up

7. Gather Industry Input on What Plan ID 
System Data is Needed & By Whom
◦ Who owns the numbers?
◦ Who has access to the data?
◦ Impact of data available to competitors
◦ Balance need to avoid payment disruption with security 

needs

8. System Availability
◦ Real-time transactions require 24x7 access and uptime 

of Look-up feature

9. “User Friendly” Look-up Capability
◦ Organizations developed products from taking NPPES 

data and providing private value-add features
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With the NPI, privacy concerns slowed the release of the Dissemination Notice. Some very simple questions were difficult to answer. Who owns the number, who should access the data? How can I comply if I don’t have access to a real time “source of truth” at the point of care or point of service.

I would suggest that the same kinds of questions are relevant to a Health Plan ID. NCPDP testimony this morning was “access to information should be restricted to entities that are deemed appropriate to have access, but not so restrictive to impede timely claims submission, payment and other transaction processing”. We had this same balancing act with the NPI and it delayed data dissemination, which had a most negative impact on industry and contributed to the need for a delay in compliance enforcement.

If we envision the Plan Id to also be used for HIE, it would seem that all providers would need access to all Plan IDs via a real time, no down time look up tool that was user friendly.  Health Plan legal names are more than likely not the name the provider may see on the ID card. And, how will  he provider or their staff by authenticated. If information is publicly available as with the NPI, will this lead to issues between competitors able to mine data for information? The same challenges seem to exist.

Thank you for the opportunity to present our perspective. I hope these comments prove useful as we move forward.



Assess Downstream Impacts and 
Risks/Consequences

10.Impact on Health Plan ID Cards
◦ What other information must be displayed?
◦ Machine and human readable “real estate”
◦ Cost to industry of change in ID Cards – initial and 

ongoing

11.Impact of Improper Routing of Claims 
or Authorizations
◦ Privacy issues, eligibility and benefits issues, 

payment issues

12.Unintended Consequences
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I mentioned the unintended consequence of real time systems not being in synch with systems where data is manually entered. Other downstream artifacts of Plan Id include Health Plan ID Cards, authorizations, eligibility – all transactions that are real time or near real time and, if impacted can disruption patient care before a claim is even generated.

As a result of my early involvement in designing the WEDI ID Card and the NCPDP ID card, I came to understand the limited real estate on the front and back of the card – that is the human readable portion and the even more complex issues with the machine readable portion of the cards. It seems likely that transitioning to a Plan Id will result in the majority if not all ID cards needed to be reissued. This is expensive for a payer. It is even more expensive if, similarly to the issue with subparts, a need to a revision to a payor’s enumeration scheme becomes necessary and cards need to be reissued again.
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